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There is gonna be more ... 
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Å Devices: 8bn today to 

over 20bn by 2020 
smart TVs, thermostats, 

speakers ... 

 

Å Privacy and security 

risks 
 

Å Data ... 

 

 

 

 

 

 

  



Å2B+ attacks blocked each month 

Å~10M mobile attacks stopped each 

month 

Å50M+ new malware identified each 

month 

Å330TB of threat data in our systems 

Å330M+ total malware samples  

Å15M+ mobile malware samples 
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Å40PB data pushed to clients per month 

Å11,000 servers (physical, virtual, AWS) 

Å60M concurrent connections  

Å520K DNS requests per second 

Å12T URLs processed per year 

Å300M Files processed per month 

Å30M new executables identified per 

month 

 



Competitive moat: network effect and AI 
The more users, the more data is generated, and the better the AI algorithms 

become, the better the product or service. 
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More users 

and their 

devices 

More data 

Smarter algorithms 

Better product 
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ñBy 2019, all effective IoT efforts will merge real-time analytics with machine 

learning trained on data lakes, marts and content stores ... ñ (IDC, 2017) 
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